Module 2.5
SSL Man-in-the-Middle Attack

Ravi Sandhu

Spring 2021
1-way SSL MITM

Client (Browser) <https> Server

RSA encryption certificate
SSL Lock Icon Evolution by Browser

IE:
- v5.6
- v7.8
- v9

Firefox:
- v2
- v3.4
- v3.4 (OSX)

Chrome:
- v3.4

Safari:
- OSX
- Win

Opera:
- 

Konqueror:
- √

http://elie.im/blog/
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