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TECHNICAL FIELD

This invention relates generally to cryptography. More par-
ticularly, the present invention relates to the enhanced cryp-
tographic security using authentication.

BACKGROUND

In the early days of computerized systems, authentication
of'a user to a computer was a relatively simple task. The user
typically presented a user identifier, often called a user id, and
a secret password. The computer verified the password as
being the correct password for that user id. On successful
verification the user was allowed access to the computer,
usually for a sustained period of time. If the password did not
verify correctly access was denied. The simple technique
worked reasonably well in the days of time-shared computer
systems, where a single computer was used by multiple users
accessing it from dumb terminals.

Over time computers were networked together and users
became connected to this network from personal computers
(PCs) rather than dumb terminals. This led to a new paradigm
of computing called client-server where a user on a client
computer accesses services and resources from a server com-
puter. Most commonly today the user on the client computer
uses a web browser to interact with a web server on a server
computer, although other applications such as email and cus-
tom applications can also be used. For simplicity we will use
the web browser as the example client application in this
paper, although the discussion applies to other applications
also. A server computer provides services to multiple clients
and a client is often receiving services from multiple servers.

Problems with continued use of the “user id plus password
method” of authentication were quickly evident in this new
environment. As the network grew to become the global Inter-
net with many millions of users, it was believed by many
influential researchers and vendors that the correct and scal-
able solution to authentication would be grounded in the
now-familiar technology of public-key cryptography. The
early hope for a very simple and widely accepted digital
credential to replace user id’s and passwords has not come to
fruition for a number of reasons. Most users still authenticate
to a web site by means of a user id and password, and have to
authenticate to each web site they visit often using different
user id’s and passwords at each site. Since the year 2003
so-called phishing and pharming attacks that capture userid’s
and passwords have flourished. These attacks mislead a user
into believing that the user id and password is being entered
into a legitimate web site while it is actually into a rogue web
site that captures this information for later use to access the
legitimate web site.

A more sophisticated attack called man-in-the-middle
(MITM) has also appeared. In a MITM attack, the attacker
interposes himself or herself in the channel between the cli-
ent’s web browser and the web server, so the channel can be
hijacked later for misuse by the attacker, or individual trans-
actions modified by the attacker as they occur. MITM attacks
are particularly effective against one-time passwords (OTPs)
which are typically generated by a small hardware token
carried by the user which produces a new password periodi-
cally (say once every minute) or produces a password in
response to a challenge keyed in to the token by the user as
communicated by the web server. The use of end-to-end
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cryptographic mutual authentication such as achieved by cli-
ent-side (also known as 2-way) SSL is one way to thwart
MITM attacks.

As noted above, the earlier desire for a single method of
authentication for all users has not materialized. Stronger
forms of authentication incur additional costs and inconve-
niences, while weaker forms of authentication are too risky
for users authorized for more sensitive tasks or transactions of
higher value. The TriCipher Armored Credential System
(TACS) supports different kinds of authentication for differ-
ent users from a single hardened and scalable authentication
server. The TriCipher authentication ladder starts with user
id’s and passwords at the lowest rung, progressing through
browser two-factor solutions which use an encrypted cookie
or browser certificate as the second factor in addition to a
password, to use of 2-way SSL using a password and variety
of additional factors at the user’s PC embodied as crypto-
graphic keys stored on the PC’s hard disk or on portable
media or on smartcards to constitute one private key with a
second private key stored and used on the authentication
server. Distinguished entities, which are sometime referred to
as managers, on the TACS are authorized to configure the
kind of authentication required for each user.

In addition to multiple strengths of authentication, enter-
prises are looking for additional forms of secondary authen-
tication. After the primary authentication occurs it is desired
to secondarily authenticate some users, possibly only in some
circumstances. This may be in order to compensate for a
lower strength of authentication or to protect against attacks
by malicious software on the user’s PC or other network
device.

It is therefore desirable to provide for authentication in a
flexible manner.

OBIJECTIVES OF INVENTION

It is an object of the present invention to provide an
improved technique for supporting authentication.

Additional objects, advantages, novel features of the
present invention will become apparent to those skilled in the
art from this disclosure, including the following detailed
description, as well as by practice of the invention. While the
invention is described below with reference to preferred
embodiment(s), it should be understood that the invention is
not limited thereto. Those of ordinary skill in the art having
access to the teachings herein will recognize additional
implementations, modifications, and embodiments, as well as
other fields of use, which are within the scope of the invention
as disclosed and claimed herein and with respect to which the
invention could be of significant utility.

SUMMARY OF INVENTION

In accordance with the invention, a user of a communica-
tions network is authenticated by centrally receiving creden-
tials from the user. For example, the credentials could be
received by a communications interface of a network server,
which might represent an authenticating entity, e.g. a bank or
merchant, which performs its own authentication or what we
sometimes refer to as an authenticating gateway that performs
authentication in support of multiple other authenticating
entities.

Multiple retrievable authentication sequences are available
for authentication based on different types of credentials. For
example, one of the sequences could be for authentication
based on a one-time password, another ofthe sequences could
be for authentication based on a special code sent to a user’s
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mobile phone, still another of the sequences could be for
authentication based on some type of personal user informa-
tion, e.g. a mother’s maiden name. It should be understood
that there is no limit on the number of retrievable authentica-
tion sequences and that authentication using each such
sequence could be based on virtually any type of information
likely to be known only to the user.

To authenticate the user, one authentication sequence is
retrieved, e.g. by the processor of a network server, from the
plurality of retrievable authentication sequences. It will be
recognized that the plurality of sequences could be stored at
the server, at a network station at which the server is located
or elsewhere, so long as they are retrievable by the applicable
processor. The retrieved authentication sequence is per-
formed, e.g. by the processor referred to above, to authenti-
cate the user based on the received credentials.

In accordance with certain preferred aspects of the inven-
tion, a user of a communications network is authenticated by
centrally receiving primary credentials and secondary cre-
dentials from the user as part of an initial login protocol. For
example, the credentials could be received by a communica-
tions interface of a network server, which might represent an
authenticating entity, e.g. a bank or merchant, that performs
its own authentication or what we sometimes refer to as an
authenticating gateway that performs authentication in sup-
port of multiple other authenticating entities.

A primary authentication sequence is performed, e.g. by a
processor of such a network server, to initially authenticate
the user based on the received primary credentials as part of
the initial login protocol. Preferably, the user is associated
with an asymmetric crypto-key, including a private key and a
public key, with the private key having a first private key
portion and a second private key portion, and with the first
private key portion constructed from at least one of a factor
corresponding to the user’s password and one or more other
factors. If so, beneficially, the primary credentials include the
first private key portion, and the first private key portion is
received as a signature on a partially signed message. The
performance of the primary authentication sequence includes
applying the second private key portion to complete the sig-
nature on the received partially signed message, and the user
is initially authenticated based on the received primary cre-
dentials only if completion of the signature results in recovery
of the message.

Multiple retrievable secondary authentication sequences
are available for secondary authentication based on different
types of secondary credentials. For example, one of the
sequences could be for secondary authentication based on a
one-time password, another of the sequences could be for
secondary authentication based on a special code sent to a
user’s mobile phone, still another of the sequences could be
for secondary authentication based on some type of personal
user information. It should be understood that there is no limit
on the number of retrievable second authentication sequences
and that secondary authentication using each such sequence
could be based on virtually any type of information likely to
be known only to the user.

To secondarily authenticate the user, one secondary
authentication sequence is retrieved, e.g. by a server proces-
sor, from the plurality of retrievable secondary authentication
sequences. It will be recognized that the plurality of
sequences could be stored on the server, at a network station
at which the server is located or elsewhere, so long as they are
retrievable by the server processor. The retrieved secondary
authentication sequence is performed, e.g. by the processor
referred to above, to secondarily authenticate the user based
on the received secondary credentials as part of the initial
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login protocol. Preferably, the received secondary creden-
tials, for purposes of the login protocol, will include a one-
time password, and the performance of the secondary authen-
tication sequence will include validating the received one-
time password to secondarily authenticate the user. However,
it should be understood that this is not mandatory and other
types of secondary credentials could be used for the login
protocol.

Optionally, e.g. if an authenticating gateway will perform
the authentication in support of multiple authenticating enti-
ties, a designation of one of the plurality of retrievable sec-
ondary authentication sequences may be received by the
authenticating gateway from the applicable authenticating
entity, e.g. a particular bank whose records the user wishes to
access, and, if so, the retrieved secondary authentication
sequence will be the designated secondary authentication
sequence.

According to another optional aspect of the invention, veri-
fying secondary credentials information may be received
from an authenticating entity. For example, an authenticating
gateway server might receive such information from an
authenticating entity server, such as a bank or merchant
server. In such a case, the secondary authentication sequence
can be performed to authenticate the user based also on the
received verifying secondary credentials information.

There is of course the possibility that, after initially authen-
ticating the user based on the received primary credentials,
secondary authentication of the user based on the received
first secondary credentials be unsuccessful, i.e. there may be
a failure to secondarily authenticate the user based on the
received first secondary credentials. In such a case, there are
various options for proceeding with authentication.

One option is to transmit, e.g. from the applicable network
server, a request for secondary credentials. For example, the
processor of the applicable network server might direct trans-
mission of such a request by the server’s communication
interface. In such a case the authenticating entity again
receives secondary credentials in response to the transmitted
request, and again performs the same secondary authentica-
tion sequence to secondarily authenticate the user based on
the again received secondary credentials. As will be recog-
nized, the later received secondary credentials might be
received via the communication interface of the applicable
server, and the server processor may again perform the sec-
ondary sequence based on the later received secondary cre-
dentials.

Another option is to transmit a request for different sec-
ondary credentials, if the primary authentication sequence is
performed successfully but the secondary first authentication
sequence is not successfully performed, i.e. fails to second-
arily authenticate the user. For example, the processor of the
applicable network server might direct transmission of such a
request via the server communication interface. Different
type secondary credentials are centrally received, e.g. by the
communications interface of the applicable server, in
response to the transmitted request, and a second secondary
authentication sequence is performed, e.g. by the applicable
server processor, to secondarily authenticate the user based
on the received different type secondary credentials. Here
again, if authentication is being performed by authenticating
gateway, verifying secondary credentials information may be
centrally received, e.g. via the gateway server communication
interface, from an entity other than the user, e.g. an authenti-
cating entity such as a bank or merchant. In such a case, the
user is secondarily authenticated by performance of the dif-
ferent type secondary authentication sequence based also on
the received verifying secondary credentials information. If
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first and second secondary authentication sequences are uti-
lized, the first received secondary credentials might be a
one-time password, while the second received secondary cre-
dentials would be something other than a one-time password.
If so, the first secondary authentication sequence would
verify the one-time password to secondarily authenticate the
user for purposes of initial login, and the second secondary
authentication sequence would verify something other than a
one-time password to secondarily authenticate the user for
purposes of initial login.

In an exemplary practical implementation, a user network
device, which could be any type of device capable of com-
municating over the applicable network, including a personal
computer (PC), mobile telephone, or personal digital assis-
tant (PDA), is configured to transmit, as part of an initial login
protocol, a first message including primary credentials of the
user and a second message including secondary credentials of
the user. The first and second messages could, if desired, be
communicated as a single combined message. An authenti-
cating entity network station, which may represent an authen-
ticating entity or an authenticating gateway which performs
authentication for multiple authenticating entities, is config-
ured, e.g. programmed with the necessary instructions, to
perform, as part ofthe initial login protocol, a primary authen-
tication sequence to initially authenticate the user based on
the transmitted primary credentials. The authenticating entity
network station is also configured to store a plurality of sec-
ondary authentication sequences, retrieve one of the stored
plurality of secondary authentication sequences, and per-
form, as part of the initial login protocol, the retrieved sec-
ondary authentication sequence to secondarily authenticate
the user based on the transmitted secondary credentials.

As noted above, preferably the user is associated with an
asymmetric crypto-key, including a private key and a public
key, with the private key having a first private key portion and
a second private key portion, and with the first private key
portion constructed from at least one of a factor correspond-
ing to the user’s password and one or more other factors. Ifso,
the primary credentials could be the first private key portion
and the transmitted first message could be partially signed
with the first private key portion. In such a case, the perfor-
mance of the primary authentication sequences will benefi-
cially include applying the second private key portion to
complete the signature on the transmitted partially signed first
message.

As also discussed above, optionally, e.g. if the authenticat-
ing entity network station represents an authenticating gate-
way, another network entity station, e.g. representing an
authenticating entity, is configured to transmit a designation
of one of the stored plurality of secondary authentication
sequences. Ifthis option is included, the authenticating entity
network station is further configured to retrieve the one sec-
ondary authentication sequence from the stored plurality of
secondary authentication sequence based on the transmitted
designation.

If, for example, the transmitted secondary credentials
include a one-time password, the performance of the second-
ary authentication sequence will include validating the trans-
mitted one-time password to secondarily authenticate the
user. Furthermore, another entity network station, which
could represent another authenticating entity if the authenti-
cating entity network station represents an authenticating
gateway, may additionally or alternatively be configured to
transmit verifying secondary credentials information. In such
a case, the secondary authentication sequence is performed
by the authenticating entity network station to secondarily
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authenticate the user based also on the transmitted verifying
secondary credentials information.

The authenticating entity network station may be option-
ally further configured to transmit a request for secondary
credentials after initially authenticating the user based on the
transmitted primary credentials but failing to secondarily
authenticate the user based on the transmitted secondary cre-
dentials, which can under this option be considered first sec-
ondary credentials. If so, the user network device is further
configured to transmit second secondary credentials in
response to the transmitted request, and the authenticating
entity network station is also further configured to again
perform the secondary authentication sequence to second-
arily authenticate the user based on the transmitted second
secondary credentials. For example, the first and second sec-
ondary credentials might be different one-time passwords.

Alternatively, the authenticating entity network station
may optionally be further configured to retrieve another or
second of the stored plurality of secondary authentication
sequences, and perform the retrieved second secondary
authentication sequence to secondarily authenticate the user
based on the transmitted second secondary credentials. For
example, in this alternative implementation the first second-
ary credentials might be a one-time password, while the sec-
ond secondary credentials could be a special code, personal
user information such as the maiden name of the user’s
mother, other some other information known only to the user
other than a one-time password. If both first and second
secondary authentication sequences are used, another entity
network station may be configured to transmit verifying sec-
ondary credentials information for one or both of the first and
second secondary credentials. If so, the first and/or second
secondary authentication sequence, as applicable, can advan-
tageously be performed by the authenticating entity network
station to secondarily authenticate the user based also on the
received verifying secondary credentials information.

In accordance with other preferred aspect of the invention,
to authenticate a user of a communications network primary
credentials and first secondary credentials are received, e.g.
by a communications interface of a network server, from the
user via the network as part of an initial login protocol for a
session. As part of the initial session login protocol, both a
primary authentication sequence is performed, e.g. by the
processor of such a network server, to initially authenticate
the user based on the received primary credentials and a first
secondary authentication sequence is performed to second-
arily authenticate the user based on the received first second-
ary credentials. The user is authenticated to another entity,
e.g. an entity that controls access to information on the net-
work, based on successful completion of the initial and the
secondarily authentications. This authenticating to the other
entity could be explicit or could be implicit in the redirecting
of'the user from an authenticating website to the other entity’s
website.

While not mandatory, the user is preferably associated with
an asymmetric crypto-key, including a private key and a pub-
lic key, with the private key having a first private key portion
and a second private key portion, and with the first private key
portion constructed from at least one of a factor correspond-
ing to the user’s password and one or more other factors. If so,
the primary credentials can be the first private key portion,
and this key portion can be received as a signature on a
partially signed message. In such a case, the performance of
the primary authentication sequence will include applying the
second private key portion to complete the signature on the
received partially signed message, and the user will be ini-
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tially authenticated based on the received primary credentials
only if completion of the signature results in recovery of the
message.

A request to re-authenticate the user is received, e.g. by the
communications interface referred to above, via the network
from the other entity during the session, i.e. after successful
completion of the initial login protocol. This request may be
explicit, or could be implicit in the redirecting of the user from
the other entity’s website to an authenticating website. A
request for secondary credentials is transmitted, e.g. by the
communications interface, via the network responsive to the
receipt of the re-authentication request. In response to the
transmitted request for secondary credentials, either the first
secondary credentials are again received, e.g. by a communi-
cations interface, from the user via the network, or second
secondary credentials are received, e.g. by a communications
interface, from the user via the network. Next, either the first
secondary authentication sequence is again performed, e.g.
by the server processor referred to above, to re-authenticate
the user based on the again received first second secondary
credentials or on the received second secondary credentials,
or a second secondary authentication sequence is performed,
e.g. by the server processor referred to above, to re-authenti-
cate the user based on the received second secondary creden-
tials. The user is re-authenticated to the other entity based on
successful completion of the re-authentication. This re-au-
thenticating to the other entity could be explicit or could be
implicit in the redirecting of the user from an authenticating
website to the other entity’s website.

Optionally, a designation of one of a plurality of retrievable
secondary authentication sequences may be received from the
other entity prior to beginning the initial login protocol. If so,
the first secondary authentication sequence is retrieved from
the plurality of retrievable secondary authentication
sequences based on the received designation. If the second
secondary credentials received from the user in response to
the transmitted request for secondary credentials are of the
same type as the first secondary credentials, e.g. if the first
secondary credentials are a first one-time password and the
second secondary credentials a different second one-time
password, the retrieved first secondary authentication
sequence can again be performed to re-authenticate the user
based on the received second secondary credentials.

In accordance with another option, verifying first second-
ary credentials information and verifying second secondary
credentials information may be received from the other entity.
If'so, the first secondary authentication sequence is performed
to secondarily authenticate the user based also on the received
verifying first secondary credentials information, and the first
secondary authentication sequence is performed to re-authen-
ticate the user based also on the received verifying second
secondary credentials information.

Furthermore, in addition to optionally receiving the desig-
nation of one of the plurality of retrievable secondary authen-
tication sequences from the other entity as discussed above,
another or second designation of another of the plurality of
retrievable secondary authentication sequences may also
optionally be received from the other entity. The second des-
ignation of the other secondary authentication sequence
could, like the first designation, be received from the other
entity prior to beginning the initial login protocol or could
alternatively be received in association with the received
request to re-authenticate the user If a second designation is
received, the second secondary authentication sequence is
also retrieved from the plurality of retrievable secondary
authentication sequences based on the received second des-
ignation. Receipt of a second designation will also typically
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mean that the second secondary credentials received from the
user in response to the transmitted request for secondary
credentials are of a different type than the first secondary
credentials. For example, if the first secondary credentials are
aone-time password, the second secondary credentials would
be other than a one-time password, such as a mobile phone or
personal computer (PC) code. The retrieved second second-
ary authentication sequence is performed to re-authenticate
the user based on the received second secondary credentials.

According to another optional aspect of the invention, veri-
fying second secondary credentials information, e.g. amobile
phone or personal computer (PC) code, may be received from
the other entity. If so, the second secondary authentication
sequence is performed to re-authenticate the user based also
on the received verifying second secondary credentials infor-
mation.

In an exemplary practical implementation, a user station is
configured with the necessary hardware and/or logic, to trans-
mit, as part of an initial login protocol for a session, primary
credentials and first secondary credentials of the user. The
user station could be a personal computer (PC), mobile tele-
phone, personal digital assistant (PDA) or any other type of
network capable device. An authenticating station is config-
ured to perform, as part of the initial session login protocol, a
primary authentication sequence to initially authenticate the
user based on the transmitted primary credentials, and a first
secondary authentication sequence to secondarily authenti-
cate the user based on the transmitted first secondary creden-
tials. The authenticating station is also configured to transmit
an authentication message based on successful completion of
the initial and the secondarily authentications. As noted above
this message may be implicit in the redirecting of the user
station from the authenticating station to an information
server station.

The information server station is configure to allow access
to information during the session based on the transmitted
authentication message. It is also configured to transmit, dur-
ing the session, a request to re-authenticate the user. For
example, the request to re-authenticate the user may be trans-
mitted by the information server station based on the user
station transmitting a user request to access particular infor-
mation, take particular action with respect to accessed infor-
mation, or change particular information during the session.
On the other hand, the request to re-authenticate the user
might also or alternatively be transmitted by the information
server station based on passage of a time period during the
session. Here also, as noted above this request may be explicit
or implicit in the redirecting of the user station from the
information server station back to the authenticating station.

The authenticating station is further configured to transmit,
responsive to the transmitted re-authentication request, a
request for secondary credentials. The user station is further
configured to respond to the transmitted request for second-
ary credentials by either again transmitting the first secondary
credentials or transmitting second secondary credentials of
the user. The authenticating station is further configured to
either again perform the first secondary authentication
sequence to re-authenticate the user based on the again
received first secondary credentials or the received second
secondary credentials, or perform a second secondary
authentication sequence to re-authenticate the user based on
the received second secondary credentials. The authenticat-
ing station is also further configured to transmit a re-authen-
tication message based on successful completion of the re-
authentication. Here again, this message may be implicit in
the redirecting of the user station from the authenticating
station back to the information server station. The informa-
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tion server station is configured to allow the user to access
particular information, to take particular action with respect
to accessed information, or to change particular information
during the session based on the transmitted re-authentication
message.

If, for example, the second secondary credentials are
received from the user in response to the transmitted request
for secondary credentials, and the second secondary creden-
tials are of the same type as the first secondary credentials, the
information server station may optionally be further config-
ured to transmit, prior to the authenticating station beginning
the initial login protocol, a designation of one of a plurality of
retrievable secondary authentication sequences. The authen-
ticating station can, if desired, be further configured to
retrieve the first secondary authentication sequence from the
plurality of retrievable secondary authentication sequences
based on the transmitted designation. In such case, the
retrieved first secondary authentication sequence is per-
formed to secondarily authenticate the user based on the
received first secondary credentials and again performed to
re-authenticate the user based on the received second second-
ary credentials.

The information server station may also optionally be fur-
ther configured to transmit verifying first secondary creden-
tials information and verifying second secondary credentials
information. If so, the first secondary authentication sequence
may be performed to secondarily authenticate the user based
also on the transmitted verifying first secondary credentials
information, and the first secondary authentication sequence
may be performed to re-authenticate the user based also on
the transmitted verifying second secondary credentials infor-
mation.

If the second secondary credentials are transmitted by the
user station in response to the transmitted request for second-
ary credentials, but the second secondary credentials are of a
different type than the first secondary credentials, the infor-
mation server station may optionally be further configured to
transmit, prior to beginning the initial login protocol, a first
designation of one of a plurality of retrievable secondary
authentication sequences and to also transmit a second des-
ignation of another of the plurality of retrievable secondary
authentication sequences. As noted above, the second desig-
nation of the other secondary authentication sequence may be
transmitted prior to beginning the initial login protocol or in
association with the transmitted request to re-authenticate the
user, or even at some other time prior to re-authentication. In
cases where the second designation is transmitted, the authen-
ticating station can be further configured to retrieve the first
secondary authentication sequence from a plurality of retriev-
able secondary authentication sequences based on the trans-
mitted first designation, and retrieve the second secondary
authentication sequence from the plurality of retrievable sec-
ondary authentication sequences based on the transmitted
second designation. Ifso, the retrieved first secondary authen-
tication sequence can be performed to secondarily authenti-
cate the user based on the received first secondary credentials
and the retrieved second secondary authentication sequence
can be performed to re-authenticate the user based on the
received second secondary credentials.

The information server station may optionally be further
configured to transmit verifying second secondary creden-
tials information. In such a case, the second secondary
authentication sequence can be performed such that the user
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is re-authenticated based also on the received verifying sec-
ond secondary credentials information.

BRIEF DESCRIPTION OF DRAWING

FIG. 1 depicts an exemplary network, including networked
devices associated with users, a sponsor, merchants, and
optional distinguished entities, in accordance with the present
invention.

FIG. 2 depicts an exemplary block diagram of components
of'a computer suitable for use by a user to access a network,
in accordance with the invention.

FIG. 3 depicts an exemplary block diagram of components
of a server suitable for use by an authenticating or authenti-
cating gateway entity, in accordance with the present inven-
tion.

FIG. 4 depicts the data store 350 of FIG. 3 with multiple
authentication sequences and rules for applying those
sequences stored therein, in accordance with the present
invention.

FIG. 5 depicts a look-up table suitable for use in storing the
rules in the data store 350, in accordance with the present
invention.

FIGS. 6A-6B depict operations of networked devices
shown in FIG. 1, in accordance with one implement the
present invention.

FIGS. 7A-7B depict operations of networked devices
shown in FIG. 1, in accordance with another implement the
present invention.

ENABLING DESCRIPTION OF THE
PREFERRED EMBODIMENT(S)

Overview

The invention provides a technique for enhanced authen-
tication of a user of a communications network using second-
ary authentication. Two distinct ways in which secondary
authentication can be beneficially deployed are described
below.

Before proceeding with the description, it should be noted
that there are two kinds of users who can have accounts on the
authenticating entity. Consumers are users who are allowed to
authenticate and then access and possibly modify information
regarding their own account. Managers are users who are able
to authenticate and then access and modify properties of not
only their own account but also accounts of other users, who
could be consumers or managers. As used herein, the term
“user” refers to both consumers and managers, unless other-
wise indicated.

One of the ways in which secondary authentication can be
beneficially deployed is authentication-server centric. An
authentication server, such as a merchant or bank server,
which could also be an information server or could be co-
located at a network station or otherwise associated with an
information server, such as a merchant or bank server, will
provide a number of protocols by which it can be asked to
authenticate a user for the first time to establish a new authen-
ticated session (called a login session) or to re-authenticate a
previously authenticated user during an existing login ses-
sion. Examples of these protocols include the initial login,
which will preferably include both a primary authentication
sequence and secondary authentication sequence, to establish
a new authenticated session, as well as a login after reset of a
user’s account or after a change of a user’s password, which
will preferably include only a secondary authentication
sequence, to re-authenticate a previously authenticated user
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during an existing login session. Another example of a re-
authentication protocol familiar to users of Internet services
is the requirement to re-enter the password when doing a
sensitive task such as change of address. Likewise, transfer of
a large sum of money may trigger the request to enter a code
value communicated to a user’s mobile telephone for pur-
poses of re-authentication. For each user the authentication
server may require different forms of authentication and/or
re-authentication.

The authentication server in this implementation is not
necessarily locked into a specific set of forms of authentica-
tion, e.g. a specific set of secondary authentication sequences.
Moreover, it may be desirable for different users to be subject
to different forms and degrees of authentication. Thus, the
authentication server preferably has the flexibility to handle
whatever forms or degrees of authentication as may be
desired for different users.

The second way in which secondary authentication can be
beneficially deployed is application-centric, where the
authentication is invoked by an authentication server, which
is often referred to as a gateway server, at the request of an
application operating on an information server, such as a
merchant or bank server. In this case the application executing
on the information server is aware of the circumstances under
which secondary authentication by an authenticating gateway
should be requested, and may apply different rules for differ-
ent users.

The Network Architecture

FIG. 1 illustrates a network 10, which could be the Internet
or another public or private network. As shown, the network
10 includes multiple network devices interconnected so as to
be capable of communicating with each other. These network
devices include network devices 30-33 associated with
respective individual users, network devices 40-43 associated
with authenticating and/or information entities, which could
be any type entity having a presence, e.g. a web page, on
network 10, such as merchants or banks, an optional network
device 50 associated with a authenticating gateway entity
known to and trusted by the authenticating entities, and an
optional network device 60 associated with a manager entity,
such as a sponsor or distinguished entity, also known to and
trusted by the authenticating entities.

User network devices 30-33 are typically personal com-
puters, but could be other types of network devices. Authen-
ticating/information entity network devices 40-44 typically
take the form of network servers. Accordingly, the authenti-
cating/information entity network devices 40-44 will some-
times be referred to as authentication or information servers.
The gateway entity network device 50 also typically takes the
form of a network server, and will sometimes be referred to as
an authentication gateway server. The manager network
device 60 also typically takes the form of a network server,
and will sometimes be referred to as a manager server. If
included, the manager network device 60 will function to
select secondary authentication sequences based on the appli-
cable criteria and communicate the identity of the selected
sequences to the applicable authentication server 40-43 or 50,
as appropriate. It will be understood that the network 10 may,
and typically will, consist of more network devices than
depicted in FIG. 1.

The User Network Device

FIG. 2 depicts a simplified block diagram of an exemplary
personal computer (PC) 200 suitable for use by an individual
user as a user network device 30-33 to access the network 10.
The PC is preferably a commercially available personal com-
puter. It will be recognized that the PC configuration is exem-
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plary, and that other components (not shown) could be added
to or substituted for those depicted and certain of the depicted
components could be eliminated if so desired. Further, each
user device 30-33 could be another type device, i.e. a device
other than a PC, such as, but not limited to, a personal digital
assistant (PDA) or a mobile phone, e.g. cellular phone, or
other type wireless communications device.

The PC or other type user network device functions in
accordance with stored programmed instructions, which are
sometimes characterized as logic, that are executed to drive
its operation. Preferably, the computer stores its programmed
instructions in an internal data store, which could for example
be an erasable programmable read only memory (EPROM),
and/or hard disk. It will be recognized that only routine pro-
gramming is required to implement the instructions required
to drive the user network device to operate in accordance with
the invention. Further, routine operations performed by
depicted components will generally not be described, such
operations being well understood in the art.

Referring to FIG. 2, the computer 200 includes a data
reader 210 for loading programming or data from a floppy
disk, compact disk (CD), or other removable media, onto the
computer 200. The computer 200 also includes a user input
device 220, such as a keyboard and/or mouse. A display
monitor 230 is also provided to visually communicate, i.e.
display, information to the user. The computer 200 has a main
processor 240 that is interconnected via bus (not shown) with
various remote and/or local data stores, which are depicted
collectively as data store 250.

Data store 250 may include, but is not limited to, an
EPROM, read only memory (ROM), random access memory
(RAM), a hard drive with an associated hard disk, CD drive
with an associated CD, a floppy drive with an associated
floppy disk, a universal serial bus (USB) port for connecting
a USB drive (often called a flash drive or memory), and/or a
smart card reader for communicating with a smart card. The
data store 250 might also include a trusted processing module
(TPM) for securely storing cryptographic keys.

As also shown, the computer 200 includes a network com-
munications interface 260, for sending and receiving commu-
nication signals, commonly referred to as messages, over the
network 10. The network communications interface 260 will
typically include an I/O port and might also include a tele-
phone or cable modem. By accessing and executing the com-
puter programming instructions, i.e. the logic, stored at the
data store 250, the processor 240 is driven to operate in
accordance with the present invention.

The Authenticating Entity or Authenticating Gateway Entity
Network Device

FIG. 3 depicts a simplified block diagram of an exemplary
network server 300 suitable for use by an authenticating/
information entity or authenticating gateway entity as an
authenticating/information entity or authenticating gateway
entity device 40-43 or 50 to access the network 10. The server
is preferably a commercially available personal or higher
power computer. [t will be recognized that the server configu-
ration is exemplary, and that other components (not shown)
could be added or substituted for those depicted and certain of
the depicted components could be eliminated if so desired.

The server functions in accordance with stored pro-
grammed instructions, i.e. logic, that are executed to drive its
operation. Preferably, the computer stores its programmed
instructions in an internal data store, which could for example
be an erasable programmable read only memory (EPROM),
and/or hard disk. It will be recognized that only routine pro-
gramming is required to implement the instructions required
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to drive the authenticating/information entity or authenticat-
ing gateway entity device to operate in accordance with the
invention. Further, routine operations performed by depicted
components will generally not be described, such operations
being well understood in the art.

Referring to FIG. 3, the computer 300 includes a data
reader 310 for loading programming or data from a floppy
disk, compact disk (CD), or other removable media, onto the
computer 300. The computer 300 also includes an operator
input device 320, such as a keyboard and/or mouse. A display
monitor 330 is also provided to visually communicate, i.e.
display, information to the operator. The computer 300 has a
main processor 340 that is interconnected via bus (not shown)
with various remote and/or local data stores, which are
depicted collectively as data store 350.

Data store 350 may include, but is not limited to, an
EPROM, read only memory (ROM), random access memory
(RAM), a hard drive with an associated hard disk, CD drive
with an associated CD, a floppy drive with an associated
floppy disk, a universal serial bus (USB) port for connecting
a USB drive (often called a flash drive or memory), and/or a
smart card reader for communicating with a smart card. The
data store 350 might also include a trusted processing module
(TPM) for securely storing cryptographic keys.

As also shown, the computer 300 includes a network com-
munications interface 360, for sending and receiving commu-
nication signals, commonly referred to as messages, over the
network 10. The network communications interface 360 will
typically include an I/O port and might also include a tele-
phone, cable, satellite or other type of modem.

The computer 300 may optionally include a communica-
tions interface 370, for sending and receiving communication
signals to and from an external authenticating entity (not
shown) over a communications link outside the network 10.
For example, it will be recognized that the applicable authen-
ticating server could, if desired, work with external authenti-
cating entity server (also not shown) to perform authentica-
tion in accordance with the present invention. If so, the
external authenticating entity may be collocated with the
authenticating device, and the communications link might be
via a cable connected to the communications interface 370.
Alternatively, the external authenticating entity may not be
collocated with the computer, and the communications link
might be via a separate network, such as the public switch
telephone network, to which the communications interface
370 can be interconnected. The network communications
interface 370 will typically include an I/O port and might also
include a telephone or cable modem.

The computer 300 may optionally include a communica-
tions interface 380, for sending and receiving communication
signals to and from a manager entity, represented by manager
network device 60, over a communications link outside the
network 10. For example, if the manager entity device 60 is
collocated with the applicable authenticating entity device,
the communications link might be via a cable connected to the
communications interface 380. If the manager entity device
60 is not collocated with the applicable authenticating entity
device, the communications link might be via a separate
network, such as the public switch telephone network to
which the communications interface 380 can be intercon-
nected. The network communications interface 380 will typi-
cally include an I/O port and might also include a telephone,
cable or satellite modem.

By accessing and executing the computer programming
instructions, i.e. the logic, stored at the data store 350, the
processor 340 is driven to operate in accordance with the
present invention.
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Storage of the Logic and Data on the Authentication Servers
or Authentication Gateway Server

As noted above, performance of the initial login protocol
preferably requires initial primary authentication of the appli-
cable user using a primary authentication sequence, based on
the user’s primary credentials, and further secondary authen-
tication of that user using a secondary authentication
sequence, based on the user’s secondary credentials for the
applicable secondary authentication sequence. Performance
of'the re-authentication protocol requires re-authentication of
the applicable user using either the same or a different sec-
ondary authentication sequence, based on the user’s second-
ary credentials for the applicable secondary authentication
sequence. If the same secondary authentication sequence is
used in both the initial login protocol and the re-authentica-
tion protocol, re-authentication may be based on secondary
credentials of the user that are either the same or different
from those on which the secondary authentication in the
initial login protocol was based.

Thus, each entity that will be relied upon for authentica-
tion, i.e. each of the authentication servers 40-43 or the
authentication gateway server 50, must have access to the
cryptographic logic for performing an initial login protocol to
establish a particular communications session, as well as a
re-authentication protocol to continue the session or to take
certain action after initially logging in for the session, i.e.
after successful completion of the initial login protocol.
Accordingly, each of the authentication servers 40-43 or the
authentication gateway server 50, as applicable, has stored in
the data store 350 of a computer 300 at least one primary
authentication sequence and preferably multiple different
secondary authentication sequences.

As shown in FIG. 4, the data store 350 of computer 300
stores a primary authentication sequence, which in this imple-
mentation we refer to as the primary authentication sequence
400. Preferably, a split key asymmetric authentication
sequence of the type described in the specifications of the
applications identified in the Related applications section of
this specification is used as the primary authentication
sequence 400. Tricipher™ Armored Credential (TAC) split
key asymmetric authentication cryptography offers such a
sequence. However, another authentication sequence, such as
another type asymmetric authentication sequence or a sym-
metric key authentication sequence, could alternatively be
used as primary authentication sequence 400 if so desired. As
noted above, the data store 350 could additionally store one or
more other primary authentication sequences, such as one or
more other type asymmetric primary authentication
sequences and/or one or more symmetric key primary authen-
tication sequences, if so desired.

As also depicted in FIG. 4, the data store 350 of computer
300 also stores multiple different secondary authentication
sequences 450-475, although it will be recognized thatonly a
single secondary authentication sequence could be stored if
so desired. As shown, the stored secondary authentication
sequences include (i) a one-time-password (OTP) based sec-
ondary authentication sequence 450, (ii) a knowledge-based
secondary authentication sequence 455, e.g. a sequence
which requires that the user answer a number of questions
based on personal and private information which presumably
an attacker will not know, (iii) a communication based sec-
ondary authentication sequence 460, e.g. a sequence which
requires that the user provide a code sent to the user’s mobile
telephone, (iv) a location based secondary authentication
sequence 465, e.g. a sequence which requires information on
the internet protocol (IP) address or other location-identify-
ing mechanism, (v) adevice security based secondary authen-
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tication sequence 470, e.g. a sequence which requires infor-
mation that the user’s PC is free of malicious software, such
as evidence of deployment and use of security software on the
PC, and (vi) a usage pattern based secondary authentication
sequence 475, e.g. a sequence which examines the pattern of
usage to detect fraudulent activity, such as authentication
taking place at unusual times or with unusual frequency for a
particular user.

It will be recognized that this is not an exhaustive list and
other forms of secondary authentication could be stored in the
data store 350, including secondary authentication sequences
that may emerge in future. Thus, each of the authentication
servers 40-43 or the authentication gateway server 50 is not
locked into a specific set of forms of secondary authentica-
tion, i.e. a specific set of secondary authentication sequences.
Furthermore, it should be understood that it may be desirable
for different users to be subject to different forms and degrees
of'secondary authentication. Thus, each authentication server
40-43 or the authentication gateway server 50, as applicable,
preferably has the flexibility to handle whatever forms or
degrees of secondary authentication may be desired for dif-
ferent users.

As also depicted in FIG. 4, each of the authentication
servers 40-43 or the authentication gateway server 50 may,
depending on the implementation, additionally has stored in
the data store 350, rules relating to which of the secondary
authentication sequences 450-475 is to be used in performing
the initial login protocol and/or the re-authentication protocol
based on one or more particular factors. As shown, the data
store 350 stores (a) identity based rules 480, which require
that a particular one of the secondary authentication
sequences 450-475 be selected based on the identify of the
applicable user, (b) activity based rules 485, which require
that a particular one of the secondary authentication
sequences 450-475 be selected based on the particular activ-
ity the user desires to perform, and (c) non-user entity based
rules 490, which require that a particular one of the secondary
authentication sequences 450-475 be selected based on the
identify of a particular non-user entity, e.g. the identify of an
information entity or a sponsor/distinguished entity which is
associated with the user or with a request to authenticate the
user.

As also depicted in FIG. 4, each of the authentication
servers 40-43 may, depending on the implementation, addi-
tionally has stored in the data store 350, protocols that require
re-authentication of a user during the logged-in session
before the requested action will be carried out. Examples of
such protocols include (i) a password change protocol 410,
which requires re-authentication responsive to the user’s
request to change the password, (ii) a retrieve information
protocol 415, which requires re-authentication responsive to
the user’s request to retrieve information stored in the user’s
account, such as address and telephone number, (iii) a modify
information protocol 420, which requires re-authentication
responsive to the user’s request to retrieve and modity infor-
mation stored in the user’s account, such as address and
telephone number, and (iv) a modify information protocol
425, which requires re-authentication based on the passage of
time during a logged-in session. We call protocols 410-425
the re-authentication protocols. These re-authentication pro-
tocols will be allowed to run only if there is a valid logged in
session.

It should be noted that if a gateway entity performs the
authentication, the re-authentication protocols 410-420 will
normally reside at each information entity device, such as
each of information servers 40-43, and not at the gateway
authentication server 50. However, the re-authentication pro-
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tocol 425 could reside either at each information entity device
or at the gateway authentication server 50 as may be desirable
under the circumstances.

As shown in FIG. 5, any of the rules 480, 485 or 490 can be
implemented in the form of a look-up table 500, in which the
predetermined secondary authentication sequences 450-475
are linked, i.e. associated, with some type of identifiers (IDs).
In the exemplary implementation being described, the table
500 includes ID1-IDZ 510 representing the factors on which
a particular one of the secondary authentication sequences
450-475 is to be selected in accordance with the applicable
one of the rules 480, 485 or 490. Thus, if the table 500 is for
rules 480, the IDs 510 would be user identifiers. On the other
hand, if the table 500 is for rules 485, the IDs 510 would be
activity identifiers. If the table 500 is for rules 490, the IDs
510 would be other entity, i.e. non-user entity, identifiers.

Exemplary Implementation of Authentication Server-Centric
Flexible Secondary Authentication

In this implementation, the networked system does not
include the optional gateway server 50. Because multiple
different secondary authentication sequences 450-475 are
stored at the data store 350 of each authentication server
40-43, each of these servers has available a number of differ-
ent secondary authentication sequences, any of which it can
be requested to select, or it can select based on other than a
request, e.g. based onthe rules 480, 485 and/or 490, to be used
to authenticate a user for the first time, i.e. via the initial login
protocol, to establish a new authenticated session, which is
sometimes referred to as a new login session, or for a second
or later time, i.e. via the re-authenticate protocol, to again
authenticate the user during an existing session. For each user
and each of the login and re-authentication protocols one or
more manager entities, which may be represented on the
network by a manager server 60, are authorized to specify a
sequence for a required secondary authentication. This
sequence is preferably specified, explicitly or by default,
when the user account is first created and may be subse-
quently modified.

Asnoted above, for each user the authentication server may
select different forms of secondary authentication, whether it
is desired that the selection be based on the user identity, the
activity, the identity of another entity, or some other factor.
Thus, the authentication server is sufficiently flexible to
handle whatever forms or degrees of secondary authentica-
tion may be desired for each user.

Session Login Protocol

Turning now to FIGS. 6A and 6B, in step 600 an authen-
ticating entity, represented for example by authenticating
server 40, receives primary credentials transmitted via the
network 10 from the user, represented for example by a user
network device 30, such as a personal computer (PC) execut-
ing a browser application, as part of an initial login, e.g. the
session login protocol. The primary credentials could, for
example, be a factor corresponding to the user’s password
and/or other factors necessary to construct a private or public
key of an asymmetric crypto-key, and preferably a split asym-
metric crypto-key, associated with the user.

In step 605, the authenticating entity performs a primary
authentication sequence 400 using the transmitted primary
credentials. In step 610, the authenticating entity determines
whether or not the user has been initially authenticated based
on the primary authentication sequence. For example, the
authenticating entity might verify the user’s knowledge of the
factor(s) using split key asymmetric cryptography tech-
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niques, such as those disclosed in the applications identified
in the Related applications section above.

If the primary authentication fails, the session login proce-
dure will normally be terminated or, as shown in FIG. 6A,
restarted. If the primary authentication is successful, the user
has been initially authenticated and, in step 612, the authen-
ticating entity selects and retrieves a predetermine one, e.g.
secondary sequence 450, of a plurality of secondary authen-
tication sequences 450-475 from the data store 350. We will
refer to the retrieved secondary authentication sequence as
the first secondary authentication sequence 450. As noted
above, this first secondary authentication sequence might be
one pre-selected, either explicitly or by default, by, for
example, a manager entity, which could be a distinguished
entity or sponsor represented by the optional manager server
60.

In step 615, the authenticating entity receives secondary
credentials such as a one-time password (OTP), transmitted
from the user via the network 10. We will refer to these
received secondary credentials as first secondary credentials.
It will be recognized that typically the secondary credentials
are received in response to a request for the secondary cre-
dentials from the authenticating entity. The retrieval may be
performed and the secondary credentials requested after suc-
cessful initial authentication of the user.

In step 620, the authenticating entity performs, as part of
the initial login, the retrieved first secondary authentication
sequence 450 using the transmitted first secondary creden-
tials. In step 625, the authenticating entity determines
whether or not the user has been secondarily authenticated
based on the first secondary authentication sequence. For
example, the authenticating entity might verify the user’s
knowledge of a received OTP in any of various manners, to
secondarily authenticate the user based on the received first
secondary credentials.

As noted above, each, including the first, of the secondary
authentication sequences may be entirely processed within
the authentication server, e.g. server 40, or may be referred to
an external server (not shown) for processing. For example
the value of an OTP could be locally verified on the authen-
tication server 40 or verified by communications with an
external server responsible for verifying OTP values. It will
be recognized that the system is easily adapted so that some,
or all, of the secondary authentication sequences 450-475 are
referred by the authentication server to an external server for
processing.

It should also be understood that a particular secondary
authentication sequence may or may not require direct input
from the user. For example, a required user input could be the
value of an OTP. Depending on the implementation, this input
could be obtained by the authenticating server from the user’s
device with or without direct input by the user. If the appli-
cable secondary authentication sequence requires the IP
address of the user’s machine, this information may be
obtainable from the protocol itself and therefore not require a
direct input by the user. Similarly, information about the
security software on the user’s PC can be obtained without
requiring the user to provide direct input. Also the required
input may be communicated to the user through a separate
communication channel such as a mobile telephone.

If the first secondary authentication fails, the session login
procedure will normally be terminated or, as shown in FIG.
6A, restarted. If it is restarted, the session login procedure
could go back to either (i) the start of the primary authenti-
cation, or (ii) the start of the secondary authentication using
the same retrieved secondary authentication sequence and, if
desired, receive/request different secondary credentials, such
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as a different OTP, for the restarted secondary authentication,
or (ii1) the start of the secondary authentication, and receive/
request different secondary credentials, such as a code of a
user’s mobile telephone or an IP address, and retrieve and use
another different secondary authentication sequence for the
restarted secondary authentication. In the exemplary imple-
mentation shown in FIG. 6A, the session login procedure
goes back to the start of the secondary authentication using
the same retrieved first secondary authentication sequence
and receives, typically responsive to a second request, difter-
ent first secondary credentials, such as a difterent OTP, for the
restarted first secondary authentication.

Re-Authentication Protocol

If the primary and secondary authentications in the log-in
protocol are performed successfully, the authentication
entity, e.g. represented by the authentication server 40, pro-
vides multiple different re-authentication protocols 410-425
that may be applied to require re-authentication of a user, e.g.
represented by the user device 30, during the logged-in ses-
sion before a requested action will be carried out.

Accordingly, in step 630, the authenticating entity, e.g.
authenticating server 40, monitors the logged-in session
based on the re-authentication protocols. In this exemplary
implementation, certain of the user’s activities as well as the
passage of time during the session are monitored based on the
re-authentication protocols 410-425. In step 635, a determi-
nation is made, based on the monitoring, as to whether or not
re-authentication is required. If not, the monitoring contin-
ues.

If, in step 635, a determination is made that re-authentica-
tion is required, the authenticating entity will perform another
secondary authentication. In the exemplary implementation
being described, the determination may be based on (i) the
password change protocol 410, and the user’s request to
change the password, (ii) the retrieve information protocol
415 and the user’s request to retrieve information stored in the
user’s account, (iii) the modify information protocol 420 and
the user’s request to retrieve and modify information stored in
the user’s account, or (iv) the time expired protocol 425 and
the passage of time during a logged-in session.

If re-authentication is deemed to be required, in step 642
the authenticating entity, e.g. represented by authentication
server 40, selects and retrieves a predetermine one of a plu-
rality of secondary authentication sequences 450-475 from
the data store 350. As noted above, this second secondary
authentication sequence might be one pre-selected, either
explicitly or by default, by a manager entity, which could, for
example, be a distinguished entity or sponsor represented by
the optional manager server 60. The secondary authentication
sequence 450 may again be retrieved or a different one of the
secondary authentication sequences 455-475 may be
retrieved. Preferably, the second secondary authentication
sequence is selected and retrieved by the authenticating entity
based on the correspondence of an ID received by the authen-
ticating entity with an ID 510 in the look-up table 500 shown
in FIG. 5. For example, if we assume that the user is seeking
to perform a particular activity corresponding to activity iden-
tifier ID5, then upon the user requesting to perform this activ-
ity, the authenticating entity selects and retrieves sequence
450 for re-authentication association of ID5 with sequence
450 in look-up table 500. In this implementation we will
assume that the secondary authentication sequence 450 is
again selected and retrieved by the authenticating entity rep-
resented by authentication server 40. However, whether the
same or a different secondary authentication sequence is
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selected and retrieved for re-authentication, we will refer to
the secondary authentication sequence used for the first re-
authorization as the second secondary authentication
sequence.

In step 640 the authenticating entity, e.g. authenticating
server 40, transmits a request to the user, e.g. the user device
30, for second secondary credentials via the network 10. In
step 645, the authenticating entity receives secondary creden-
tials transmitted from the user via the network 10. In this
implementation, the second secondary credentials could be
the same or a different OTP, since the same secondary authen-
tication sequence 450 is to be executed for re-authentication,
but we will assume that the second secondary credentials are
a different OTP It should however be understood that the
second secondary credentials could be some other type of
credentials, if a different secondary authentication sequence,
e.g. secondary authentication sequence 455, will be executed
for re-authentication. In any event, we refer to the secondary
credentials received for this first re-authentication as second
secondary credentials.

In step 650, the authenticating entity performs, for pur-
poses of re-authentication, the retrieved second secondary
authentication sequence 450 using the transmitted second
secondary credentials. In step 655, the authenticating entity
determines whether or not the user has been secondarily
authenticated based on the second secondary authentication
sequence. For example, the authenticating entity might verify
the user’s knowledge of a received second OTP in any of
various ways, to secondarily authenticate the user based on
the received second secondary credentials. As noted above,
the second secondary authentication sequence may be
entirely processed within the authentication entity, e.g.
authenticating server 40, or may be referred to an external
server (not shown) for processing.

If the second secondary authentication fails, the session
login procedure will normally be terminated or, as shown in
FIG. 6B, restarted. If it is restarted, the session login proce-
dure could go back to either (i) the start of the secondary
authentication using the same retrieved second secondary
authentication sequence and, if desired, receive/request dif-
ferent second secondary credentials, such as a different OTP,
for the restarted second secondary authentication, or (ii) the
start of the second secondary authentication, and receive/
request different type second secondary credentials, such as a
code of a user’s mobile telephone or an IP address, and
retrieve and use another different second secondary authen-
tication sequence for the restarted second secondary authen-
tication. In the exemplary implementation shown in FIG. 6B,
the authenticating entity goes back to the start of the re-
authentication using the same retrieved second secondary
authentication sequence and receives, typically responsive to
a second request, different second secondary credentials,
such as a different OTP, for the restarted second secondary
authentication.

It is worthwhile to highlight that all steps of each required
secondary authentication sequence, whether for initial login
or re-authentication, must succeed in order for the overall
authentication to succeed. Some of the steps may be grouped
together as an OR group, wherein only one of the group has to
succeed. However, within the OR group the steps will be
attempted in the order specified.

Users are generally given multiple attempts to perform
successful authentication since simple typing and reading
errors can result in authentication failure. At the same time,
allowing frequent retries can result in leaking valuable infor-
mation to an attacker, such as a man-in-the-middle (MITM)
attacker. The rate at which retries can be attempted must
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therefore be limited using any suitable technique, a number of
which will be familiar to those knowledgeable in this art. This
need to limit retries applies to initial authentication and to
secondary authentication, whether for session login or re-
authentication. Retries could be limited to a single retry cycle,
wherein each failure requires the process to resume at the start
point. Alternatively, retries could be carried out by repeating
the required transmission of credentials and verification, after
a failure to secondarily authentic for initial login or re-authen-
ticate based on a secondary authentication sequence.

Exemplary Implementation of Application-Centric (Authen-
ticating Gateway) Flexible Secondary Authentication

In this implementation, the networked system includes an
authenticating gateway, which is represented in FIG. 1 by the
optional gateway server 50. Because the gateway entity will
perform the authentications for the servers 40-43, the servers
40-43 will be referred to as information servers in this imple-
mentation. The authentication gateway server 50, could for
example also be a sponsor or distinguished entity server. If so,
the authenticating gateway entity would be represented by the
same network device, as the sponsor or distinguished entity
and servers 50 and 60 could be combined as a single server.
The authenticating gateway entity could be co-resident with
an information entity, e.g. a merchant or bank, in which case
the authentication gateway server 50 and an information
server, e.g. information server 40, could be combined as a
single server. Having the two co-resident makes it easier to
deploy, reduces hardware requirements and allows for easier
sharing of secondary authentication related information
among the two. Having the two separate allows the authenti-
cation gateway server to be modified and new features inte-
grated therein without being tightly coupled in the product
cycle with the information server.

Because multiple different secondary authentication
sequences 450-475 are stored at the data store 350 of the
gateway server 50, the server has available a number of dif-
ferent secondary authentication sequences, any of which it
can be requested to select, or it can select based on other than
a request, e.g. based on the rules 480, 485 and/or 490, to be
used to authenticate a user for the first time, i.e. via the initial
login protocol, to establish a new authenticated session,
which is sometimes referred to as a new login session, or for
a second or later time, i.e. via the re-authenticate protocol, to
again authenticate the user during an existing session. For
each user and each of the login and re-authentication proto-
cols one or more manager entities, which may be represented
on the network by a manager server 60 or by the information
servers 40-43, are authorized to specify a sequence for a
required secondary authentication. This sequence is prefer-
ably specified, explicitly or by default, when the user account
is first created and may be subsequently modified.

As noted above, for each user the authentication gateway
server 50 may select different forms of secondary authenti-
cation, whether it is desired that the selection be based on the
user identity, the activity, the identity of another entity, or
some other factor. Thus, the authentication gateway server is
sufficiently flexibility to handle whatever forms or degrees of
secondary authentication may be desired for each user.

Session Login Protocol

Turning now to FIGS. 7A and 7B, in step 700 an authen-
ticating gateway entity, represented for example by authenti-
cating gateway server 50, receives primary credentials trans-
mitted via the network 10 from the user, represented for
example by a user network device 30, such as a personal
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computer (PC) executing a browser application, as part of an
initial login, e.g. the session login protocol. For example,
when the user attempts to login to the applicable information
server, the user may be redirected from the applicable infor-
mation server to the gateway entity, as part of an initial login,
e.g. the session login. The request to authentication could be
made by the familiar process of web re-direction, wherein the
user’s browser is redirected from the applicable information
entity network site to the authentication gateway entity net-
work site, without knowledge or perception of the user. It will
however also be recognized that, if desired, the applicable
information entity, represented for example by information
server 40, could receive the primary credentials transmitted
via the network 10 from the user, and the authenticating
gateway entity could then receive the primary credentials
transmitted via the network 10 or some other communica-
tions link from the applicable information entity. Preferably,
the information and the authentication servers use an industry
standard protocol such as Security Assertion Markup Lan-
guage (SAML) for communication. In any event, the primary
credentials could, for example, be a factor corresponding to
the user’s password and/or other factors necessary to con-
struct a private or public key of an asymmetric crypto-key,
and preferably a split asymmetric crypto-key, associated with
the user.

In step 705, the authenticating gateway entity performs a
primary authentication sequence 400 using the transmitted
primary credentials. In step 710, the authenticating gateway
entity determines whether or not the user has been initially
authenticated based on the primary authentication sequence.
For example, the authenticating gateway entity might verify
the user’s knowledge of the factor(s) using split key asym-
metric cryptography techniques, such as those disclosed in
the applications identified in the Related applications section
above.

If the primary authentication fails, the session login proce-
dure will normally be terminated or, as shown in FIG. 7A,
restarted. If the primary authentication is successful, the user
has been initially authenticated and, in step 712 the authenti-
cating gateway entity selects and retrieves a predetermine
one, e.g. secondary sequence 450, of a plurality of secondary
authentication sequences 450-475 from the data store 350.
The gateway entity may or may not, as may be desired,
transmit an indication that the initial authentication was suc-
cessful or unsuccesstul to the applicable information entity,
e.g. information server 40. We will refer to the retrieved
secondary authentication sequence as the first secondary
authentication sequence 450. As noted above, this secondary
authentication sequence might be one pre-selected, either
explicitly or by default, by a manager entity, which could be
represented by the applicable one of the information servers
40-43 or, if the manager entity is a distinguished entity or
sponsor, by the optional manager server 60. For example, the
selected secondary authentication sequence might be one
selected based on the identity of the user, or whether the
secondary authentication is for login or some other purpose,
such as for access to particular information or for post login
re-authentication, etc.

In step 715, the authenticating gateway entity receives
secondary credentials such as a one-time password (OTP),
transmitted from the user via the network 10. We will refer to
these received secondary credentials as first secondary cre-
dentials. It will be recognized that typically the secondary
credentials are received in response to a request for the sec-
ondary credentials from the authenticating entity. The
retrieval may be performed and the secondary credentials
requested after successful initial authentication of the user.
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In step 720, the authenticating gateway entity performs, as
part of the initial login, the retrieved first secondary authen-
tication sequence 450 using the transmitted first secondary
credentials. In step 725, the authenticating entity determines
whether or not the user has been secondarily authenticated
based on the first secondary authentication sequence. For
example, the authenticating entity might verify the user’s
knowledge of a received OTP in any of various ways to
secondarily authenticate the user based on the received first
secondary credentials. The authenticating gateway entity will
typically transmit an indication that the secondary authenti-
cation was successful or unsuccessful to the applicable infor-
mation entity, e.g. information server 40.

As noted above, each, including the first, of the secondary
authentication sequences may be entirely processed within
the authentication gateway server, e.g. server 50, or may be
referred to an external server for processing. That is, the value
of an OTP could be locally verified on the authentication
gateway server 50 or verified by communications with the
applicable one of the information servers 40-43, or with a
special external server (not shown) responsible for verifying
OTP values.

As an example, if the secondary authentication sequence
authenticates based on a one-time password (OTP), its value
can be obtained and verified by the authentication gateway
entity itself or by reference to an external verifier. On the other
hand, if the secondary authentication is to be based on a code
communicated to the user’s mobile telephone, the authenti-
cation gateway entity may need to obtain the user’s phone
number from the applicable information entity, whereas it can
handle the rest of the process itself. In this latter example the
authentication gateway entity must either be co-resident and
closely coupled, e.g. via an appropriate communications link,
with the information entity, or it must have a manager account
with the information entity, e.g. server 40, to be able to access
the phone number from the user’s record on the information
server 40. Thus, interaction with the information server 40
may require the authentication gateway server 50 to maintain
a login session for a suitable manager account on the infor-
mation server 40, e.g. to obtain the user’s mobile phone
number etc. In any event, it will be recognized that the system
is easily adapted so that some, or all, of the secondary authen-
tication sequences 450-475 are referred by the authenticating
gateway entity, e.g. represented by authentication gateway
server 50 to such an external server for processing.

It should also be understood that a particular secondary
authentication sequence may or may not require direct input
from the user. For example, a required user input could be the
value of an OTP. Depending on the implementation, this input
could be obtained by the authenticating server from the user’s
device with or without direct input by the user. If the appli-
cable secondary authentication sequence requires the IP
address of the user’s machine, this information may be
obtainable from the protocol itself and therefore not require a
direct input by the user. Similarly, information about the
security software on the user’s PC can be obtained without
requiring the user to provide direct input. Also the required
input may be communicated to the user through a separate
communication channel such as a mobile telephone.

If the first secondary authentication is successful, the ses-
sion login procedure, executed by the authenticating gateway
entity, e.g. represented by the authentication gateway server
50, will normally return a SAML or other industry standard
authentication assertion to the information entity, e.g. repre-
sented by the information server 40, by redirecting the user
back to the information entity, e.g. the information server 40
website, as shown in step 727. If the first secondary authen-

20

25

30

35

40

45

50

55

60

65

24

tication fails, the session login procedure will normally be
terminated or, as shown in FIG. 7A, restarted. Ifit is restarted,
the session login procedure could go back to either (i) the start
of'the primary authentication, or (ii) the start of the secondary
authentication using the same retrieved secondary authenti-
cation sequence and, if desired, request/receive different sec-
ondary credentials, such as a different OTP, for the restarted
secondary authentication, or (iii) the start of the secondary
authentication, and request/receive different secondary cre-
dentials, such as a code of a user’s mobile telephone or an IP
address, and retrieve and use another different secondary
authentication sequence for the restarted secondary authenti-
cation. In the exemplary implementation shown in FIGS. 7A
and 7B, the session login procedure goes back to the start of
the secondary authentication using the same retrieved first
secondary authentication sequence and receives, typically
responsive to a second request, different first secondary cre-
dentials, such as a different OTP, for the restarted first sec-
ondary authentication.

Re-Authentication Protocol

If the primary and secondary authentications in the log-in
protocol are performed successful, the authentication gate-
way entity, e.g. represented by the authentication gateway
server 50, provides multiple different re-authentication pro-
tocols 410-425 that may be applied to require re-authentica-
tion of a user, e.g. represented by the user device 30, during
the logged-in session before a requested action will be carried
out.

Accordingly, in step 730, the information entity, e.g. infor-
mation server 40, monitors the logged-in session based on the
re-authentication protocols. In this exemplary implementa-
tion, certain of the user’s activities as well as the passage of
time during the session are monitored based on the re-authen-
tication protocols 410-425. In step 735, a determination is
made by the information entity, based on the monitoring, as to
whether or not re-authentication is required. If not, the moni-
toring continues.

If, in step 735, a determination is made that re-authentica-
tion is required, the authenticating gateway entity will per-
form another secondary authentication. For example, after
the information entity, e.g. represented by information server
40, determines that re-authorization is required, in step 737
the information entity requests reauthorization, e.g. by redi-
recting the user to the authenticating entity, e.g. to the authen-
ticating gateway server 50. In the exemplary implementation
being described, the determination may be based on (i) the
password change protocol 410, and the user’s request to
change the password, (ii) the retrieve information protocol
415 and the user’s request to retrieve information stored in the
user’s account, (iii) the modify information protocol 420 and
the user’s request to retrieve and modify information stored in
the user’s account, or (iv) the time expired protocol 425 and
the passage of time during a logged-in session.

Ifre-authentication is requested, such as by the information
entity redirecting the user to the authenticating gateway entity
during the session, in step 742 the authenticating gateway
entity, e.g. represented by authenticating gateway server 50,
selects and retrieves a predetermine one of a plurality of
secondary authentication sequences 450-475 from the data
store 350. As noted above, this second secondary authentica-
tion sequence might be one pre-selected, either explicitly or
by default, by a manager entity, which could, for example, be
represented by the applicable information server, e.g. infor-
mation server 40 or, if the manager entity is a distinguished
entity or sponsor, by the optional manager server 60. The
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secondary authentication sequence 450 may again be
retrieved or a different one of the secondary authentication
sequences 455-475 may be retrieved.

Preferably, the second secondary authentication sequence
is selected and retrieved by the authenticating gateway entity
based on the correspondence of an ID received by the authen-
ticating gateway entity with an ID 510 in the look-up table
500 shown in FIG. 5. For example, if we assume that the user
is seeking to perform a particular activity corresponding to
activity identifier ID5, then upon the user requesting to per-
form this activity, the applicable information entity, e.g. rep-
resented by information server 40, redirects, via the network
10, the user, along with an indication of the user’s request to
perform that particular activity, e.g. the identifier ID5, to the
authenticating gateway entity. The authenticating gateway
entity selects and retrieves secondary authentication
sequence 450 for re-authentication based on matching the
indication from the information entity, e.g. the identifier ID5,
to ID5 in the look-up table 500, and the association of ID5
with sequence 450 in look-up table 500. In this implementa-
tion we will assume that the secondary authentication
sequence 450 is again selected and retrieved by the authenti-
cating gateway entity represented by authentication gateway
server 50. However, whether the same or a different second-
ary authentication sequence is selected and retrieved for re-
authentication, we will refer to the secondary authentication
sequence used for the first re-authorization as the second
secondary authentication sequence.

In step 740 the authenticating gateway entity, e.g. authen-
ticating server 50, transmits a request to the user, e.g. repre-
sented by the user device 30, for second secondary credentials
via the network 10. In step 745, the authenticating entity
receives secondary credentials transmitted from the user via
the network 10. It should be understood that, if desired, the
re-authentication protocol could be such that these secondary
credentials are received by the authenticating gateway entity
without the need for an explicit request for secondary creden-
tials from the authenticating gateway entity to the user. In this
implementation, the second secondary credentials could be
the same or a different OTP, since the same secondary authen-
tication sequence 450 is to be executed for re-authentication,
but we will assume that the second secondary credentials are
a different OTP It should however be understood that the
second secondary credentials could be some other type of
credentials, if a different secondary authentication sequence,
e.g. secondary authentication sequence 455, will be executed
for re-authentication. In any event, we refer to the secondary
credentials received for this first re-authentication as second
secondary credentials.

In step 750, the authenticating gateway entity performs, for
purposes of re-authentication, the retrieved second secondary
authentication sequence 450 using the transmitted second
secondary credentials. In step 755, the authenticating gate-
way entity determines whether or not the user has been sec-
ondarily authenticated based on the second secondary
authentication sequence. For example, the authenticating
entity might verify the user’s knowledge of a received second
OTP in any of various ways, to secondarily authenticate the
user based on the received second secondary credentials. As
noted above, the second secondary authentication sequence
may be entirely processed within the authentication gateway
entity, e.g. authenticating gateway server 50, or may be
referred to an external server for processing.

If'the second secondary authentication is successtul, in step
760 the re-authentication procedure, executed by the authen-
ticating gateway entity, e.g. represented by the authentication
gateway server 50, will cause the return of a SAML or other
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industry standard authentication assertion to the information
entity, e.g. represented by the information server 40, by redi-
recting the user back to the information entity, e.g. the infor-
mation server 40 website. If the second secondary authenti-
cation fails, the session login procedure will normally be
terminated or, as shown in FIG. 7B, restarted. If it is restarted,
the session login procedure could go back to either (i) the start
of'the secondary authentication using the same retrieved sec-
ond secondary authentication sequence and, if desired,
receive/request different second secondary credentials, such
as a different OTP, for the restarted second secondary authen-
tication, or (ii) the start of the second secondary authentica-
tion, and request/receive different type second secondary cre-
dentials, such as a code of a user’s mobile telephone or an IP
address, and retrieve and use another different second sec-
ondary authentication sequence for the restarted second sec-
ondary authentication. In the exemplary implementation
shown in FIG. 7B, the authenticating entity goes back to the
start of the re-authentication using the same retrieved second
secondary authentication sequence and receives, typically
responsive to a second request, different second secondary
credentials, such as a different OTP, for the restarted second
secondary authentication.

It is worthwhile to highlight that all steps of each required
secondary authentication sequence, whether for initial login
or re-authentication, must succeed in order for the overall
authentication to succeed. Some of the steps may be grouped
together as an OR group, wherein only one of the group has to
succeed. However, within the OR group the steps will be
attempted in the order specified.

Users are generally given multiple attempts to perform
successful authentication since simple typing and reading
errors can result in authentication failure. At the same time,
allowing frequent retries can result in leaking valuable infor-
mation to an attacker, such as a man-in-the-middle (MITM)
attacker. The rate at which retries can be attempted must
therefore be limited using any suitable technique, a number of
which will be familiar to those knowledgeable in this art. This
need to limit retries applies to initial authentication and to
secondary authentication, whether for session login or re-
authentication. Retries could be limited to a single retry cycle,
wherein each failure requires the process to resume at the start
point. Alternatively, retries could be carried out by repeating
the required transmission of credentials and verification, after
a failure to secondarily authenticate for initial login or re-
authenticate based on a secondary authentication sequence.

Having a common authentication gateway is beneficial in
consolidating the authentication service in one place and not
having to deploy it at multiple information servers. Also the
manager accounts required for the authentication gateway
entity to provide the service are localized in the gateway
instead of requiring instantiation at each information server.

It will also be recognized by those skilled in the art that,
while the invention has been described above in terms of one
or more preferred embodiments, it is not limited thereto.
Various features and aspects of the above described invention
may be used individually or jointly. Further, although the
invention has been described in the context of its implemen-
tation in a particular environment and for particular purposes,
e.g. in providing secure authentication for Internet or other
network communications, those skilled in the art will recog-
nize that its usefulness is not limited thereto and that the
present invention can be beneficially utilized in any number
of environments and implementations. Accordingly, the
claims set forth below should be construed in view of the full
breath and spirit of the invention as disclosed herein.
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We claim:
1. A method for authenticating a user of a communications
network, comprising:

centrally receiving, as part of the initial login protocol,
primary credentials from the user;

performing, as part of the initial login protocol, a primary
authentication sequence to initially authenticate the user
based on the received primary credentials;

retrieving a first secondary authentication sequence from a
plurality of retrievable secondary authentication
sequences;

centrally receiving first secondary credentials from the
user as part of an initial login protocol for a session;

performing the retrieved first secondary authentication
sequence to authenticate the user based on the received
first secondary credentials as part of the initial login
protocol;

retrieving a second secondary authentication sequence
from the plurality of retrievable secondary authentica-
tion sequences;

transmitting a request for second secondary credentials if
the primary authentication sequence is performed suc-
cessfully but the first secondary authentication sequence
is performed unsuccessfully;

centrally receiving the second secondary credentials in
response to the transmitted request; and

performing the retrieved second secondary authentication
sequence to secondarily authenticate the user based on
the second secondary credentials received in response to
the request.

2. The method according to claim 1, wherein:

the user is associated with an asymmetric crypto-key,
including a private key and a public key, with the private
key having a first private key portion and a second pri-
vate key portion, and with the first private key portion
constructed from at least one of a factor corresponding to
the user’s password and one or more other factors;

the primary credentials are the first private key portion;

the first private key portion is received as a signature on a
partially signed message;

the performance of the primary authentication sequence
includes applying the second private key portion to com-
plete the signature on the received partially signed mes-
sage; and

the user is initially authenticated based on the received
primary credentials only if completion of the signature
results in recovery of the message.

3. The method according to claim 1, further comprising:

centrally receiving, from an entity other than the user,
verifying secondary credentials information;

wherein the performed second secondary authentication
sequence secondarily authenticates the user based also
onthe received verifying secondary credentials informa-
tion.

4. The method according to claim 3, wherein:

the first secondary credentials are a one-time password and
the first secondary authentication sequence verifies one-
time passwords; and

the second secondary credentials are other than a one-time
password and the second secondary authentication
sequence verifies other than one-time passwords.

5. The method according to claim 1, further comprising:

receiving, from an entity other than the user, a designation
of one of the plurality of retrievable authentication
sequences;
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wherein the retrieved first secondary authentication
sequence is the one of the plurality of retrievable authen-
tication sequences designated in the received designa-
tion.

6. The method according to claim 1, wherein:

the received first secondary credentials include a one time
password.

7. The method according to claim 6, wherein:

the performance of the first secondary authentication
sequence includes validating the received one-time
password to first secondarily authenticate the user.

8. The method according to claim 1, further comprising:

centrally receiving, from an entity other than the user,
veritying credentials information;

wherein the performed first secondary authentication
sequence authenticates the user based also on the
received verifying credentials information.

9. The method according to claim 1, wherein:

the first secondary credentials are a one-time password;
and

the second secondary credentials are other than a one-time
password.

10. A network server for authenticating a user of a com-

munications network, comprising:

a communications interface for receiving primary creden-
tials and first secondary credentials as part of an initial
login protocol from the user; and

a processor configured to (i) retrieve a first secondary
authentication sequence from a plurality of retrievable
secondary authentication sequences, (ii) perform a pri-
mary authentication sequence to initially authenticate
the user based on the received primary credentials and
(iii) perform the retrieved first secondary authentication
sequence to secondarily authenticate the user based on
the received first secondary credentials as part of the
initial login protocol;

wherein the communications interface is also for (i) trans-
mitting a request for second secondary credentials if the
primary authentication sequence is performed success-
fully but the first secondary authentication sequence is
performed unsuccessfully, and (ii) receiving the second
secondary credentials in response to the transmitted
request; and

the processor is further configured to (i) retrieve a second
secondary authentication sequence from the plurality of
retrievable secondary authentication sequences, and (ii)
perform the retrieved second secondary authentication
sequence to secondarily authenticate the user based on
the second secondary credentials received in response to
the request.

11. The network server according to claim 10, wherein:

the communications interface is also for receiving, from an
entity other than the user, verifying secondary creden-
tials information; and

the performed second secondary authentication sequence
secondarily authenticates the user based also on the
received verifying secondary credentials information.

12. The network server according to claim 10, wherein:

the communications interface is also for receiving, from an
entity other than the user, a designation of one of the
plurality of retrievable secondary authentication
sequences; and

the retrieved first secondary authentication sequence is the
one of the plurality of retrievable authentication
sequences designated in the received designation.
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13. The network server according to claim 10, wherein:

the communications interface is also for receiving, from an
entity other than the user, verifying credentials informa-
tion; and

the performed first secondary authentication sequence sec-
ondarily authenticates the user based also on the
received verifying credentials information.

14. The network server according to claim 10, wherein:

the communications interface is also for (i) receiving, from
an entity other than the user prior to beginning the initial
login protocol, a first designation of one of the plurality
of retrievable secondary authentication sequences, and
(ii) receiving, from the other entity, a second designation
of another of the plurality of retrievable secondary
authentication sequences;

the processor is further configured to retrieve the second
secondary authentication sequence from the plurality of
retrievable secondary authentication sequences based
on the received second designation;

the processor is further configured to retrieve the first sec-
ondary authentication sequence from the plurality of
retrievable secondary authentication sequences based
on the received first designation; and

the second secondary credentials are of a different type
than the first secondary credentials.

15. A networked system for authenticating a user of a

communications network, comprising:

a user network device configured to transmit primary cre-
dentials and first secondary credentials of the user as part
of an initial login protocol; and

an authenticating entity network station configured to (i)
retrieve a first secondary authentication sequence from a
plurality of retrievable secondary authentication
sequences, (ii) perform a primary authentication
sequence to initially authenticate the user based on the
received primary credentials, and (iii) perform the
retrieved first secondary authentication sequence to sec-
ondarily authenticate the user based on the transmitted
first secondary credentials as part of the initial login
protocol;

wherein the authenticating entity network station is further
configured to (i) retrieve a second secondary authenti-
cation sequence from the plurality of retrievable second-
ary authentication sequences and (ii) transmit a request
for secondary credentials, if the primary authentication
sequence is performed successtully but the first second-
ary authentication sequence is performed unsuccess-
fully;
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the user network device is further configured to transmit
second secondary credentials of the user in response to
the transmitted request; and

the authenticating entity network station is further config-
ured to perform the retrieved second secondary authen-
tication sequence to secondarily authenticate the user
based on the second secondary credentials transmitted in
response to the request.

16. The networked system according to claim 15, further

comprising:

a third entity network station configured to transmit veri-
fying secondary credentials information;

wherein the performed second secondary authentication
sequence secondarily authenticates the user based also
on the transmitted veritying secondary credentials infor-
mation.

17. The networked system according to claim 15, further

comprising:

a third entity network station configured to transmit a des-
ignation of one of the plurality of retrievable secondary
authentication sequences;

wherein the retrieved first secondary authentication
sequence is the one of the plurality of retrievable sec-
ondary authentication sequences designated in the
received designation.

18. The networked system according to claim 15, further

comprising:

a third entity network station configured to transmit veri-
fying credentials information;

wherein the performed first secondary authentication
sequence authenticates the user based also on the trans-
mitted verifying credentials information.

19. The networked system according to claim 15, wherein:

a third entity network station configured to (i) transmit,
prior to beginning the initial login protocol, a first des-
ignation of one of the plurality of retrievable secondary
authentication sequences and (ii) transmit a second des-
ignation of another of the plurality of retrievable second-
ary authentication sequences;

the authenticating entity network station is further config-
ured to (i) retrieve the first secondary authentication
sequence from the plurality of retrievable secondary
authentication sequences based on the transmitted first
designation, and (ii) retrieve the second secondary
authentication sequence from the plurality of retrievable
secondary authentication sequences based on the trans-
mitted second designation; and

the second secondary credentials are of a different type
than the first secondary credentials.
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